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Sant’Antioco,  29/10/2020 
Agli alunni 

Ai loro genitori 
Ai docenti 

All’Ufficio Didattica  
DSGA 

Atti/sito 
 
 

OGGETTO: Disposizioni sul comportamento da tenere nelle attività di didattica a distanza per lo 
studente e per le famiglie – REGOLAMENTO DDI 
 
 

 Ad integrazione del “Regolamento di Didattica Digitale Integrata”, pubblicato sul sito dell’Istituto 
con circolare interna n. 29 del 29 settembre u. s., che ad ogni buon fine si allega, appare utile 
ricordare agli studenti e alle loro famiglie che nello svolgimento delle attività di didattica a distanza 
(DDI) avviate dall’Istituto, dovrà essere garantito, anche con l’aiuto dei genitori, il rispetto delle regole 
di seguito esposte.  

La didattica digitale integrata infatti avviene in un ambiente virtuale nel quale, così come in quello 
reale, è necessario sapere cosa si può e non si può fare e quali comportamenti è necessario tenere 
perché si crei e si mantenga nel tempo un clima collaborativo e costruttivo. 
Valgono, e si richiamano quindi, le istruzioni e raccomandazioni fornite dai docenti e dagli esperti 
esterni in tema di navigazione sicura in rete e di bullismo e cyberbullismo.  
Norme generali 

● E’ vietato l’utilizzo della piattaforma/servizio per finalità differenti da quelle didattiche. 

● Lo studente deve utilizzare la piattaforma tenendo un comportamento dignitoso e 

decoroso, sia nel rispetto della propria persona, sia dell’insegnante, sia dei propri compagni 

di classe.  

● E’ vietato diffondere in rete o sui social le attività svolte sulla piattaforma anche in forma di 

foto o di riprese video o vocali;  

● E’ vietato diffondere eventuali informazioni riservate di cui lo studente viene a conoscenza 

durante le attività di didattica a distanza.  

● Quando si condividono documenti non si deve interferire, danneggiare o distruggere il 

lavoro degli altri utenti; 
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Accesso alla piattaforma 

● L’accesso alla/e piattaforma/e ed ai servizi è strettamente personale; l'utente accetta di 

essere riconosciuto quale autore dei messaggi inviati dal suo account e di essere il ricevente 

dei messaggi spediti al suo account.  

● Ogni studente è responsabile dell’attività che effettua tramite l’account personale. 

● Ogni studente si impegna a conservare in sicurezza e mantenere segreta la password 

personale di accesso alle piattaforme di didattica a distanza senza consentirne l'uso ad altre 

persone al di fuori dei propri genitori/tutori. 

 
 
Riprese dal device dello studente 

● La ripresa video dal device dello studente deve avere un angolo visuale che permetta 

l’inquadramento del solo studente, escludendo il più possibile la ripresa degli ambienti 

familiari o del luogo ove è situata la postazione.  

● Lo studente deve trovarsi in un ambiente “neutro” che non presenti segni distintivi o 

familiari (es. fotografie, poster, oggetti personali, etc.).  

● Durante il collegamento video sono da evitare il passaggio o la ripresa di altri componenti 

del nucleo familiare e comunque di soggetti differenti rispetto allo studente.  

Segnalazioni 
● Lo studente, anche per il tramite dei genitori deve avvisare l’Istituto nel caso in cui dovesse 

ricevere materiale audio, video, PPT, etc. non pertinente al percorso didattico avviato o 

lesivo dei diritti di qualcuno; in tale ipotesi le segnalazioni dovranno essere inviate al 

seguente indirizzo email: caic87700n@istruzione.it  

● E’ obbligatorio segnalare immediatamente l’impossibilità ad accedere al proprio account, 

l’eventuale smarrimento o furto delle credenziali personali o qualunque situazione che 

possa determinare un furto di identità.   

Misure di sicurezza informatica 
Lo studente, sia quando utilizza gli strumenti di sua proprietà che quelli di terzi, 

● Effettua costantemente gli aggiornamenti di sicurezza del sistema operativo del device che 

utilizza per accedere alla piattaforma o ai servizi di didattica a distanza. 

● Si assicura che i software di protezione del suo sistema operativo (Firewall, Antivirus, ecc) 

siano abilitati e costantemente aggiornati. 

● Si assicura che il device che utilizza per accedere alla DDI sia protetto da una password di 

almeno 8 caratteri contenente una lettera maiuscola, un numero ed un carattere speciale. 

● Blocca l’accesso al sistema e/o configura la modalità di blocco automatico quando si 

allontana dalla postazione di lavoro. 

● Non clicca su link o allegati contenuti in email sospette. 

● Utilizza l’accesso a connessioni Wi-Fi adeguatamente protette. 

 
 



La violazione delle presenti disposizioni può comportare provvedimenti disciplinari da parte della 

scuola che non precludono ulteriori interventi delle autorità competenti nel caso in cui tali 

comportamenti avessero rilevanza civile o penale anche in relazione alla violazione delle leggi a 

tutela dei dati personali delle persone fisiche. 

Per lo svolgimento delle attività di didattica a distanza si chiede la fattiva collaborazione dei 

genitori, ove possibile, per superare eventuali difficoltà all’uso degli strumenti informatici da parte 

dei ragazzi e, sempre, per vigilare sul corretto uso dei medesimi e sul rispetto delle disposizioni 

presenti in questo regolamento.  

 

Il Dirigente Scolastico qualora sia essa necessaria, può comportare una sanzione amministrativa fino 

ad un importo di 10 milioni di euro o, nel caso di società, al 2% del fatturato dell'intera società. 

Il documento contenente le disposizioni organizzative per la gestione delle violazioni dei dati personali 

è stato redatto sulla base delle Linee guida sulla notifica delle violazioni dei dati personali ai sensi del 

regolamento (UE) 2016/679, redatto dal gruppo di lavoro articolo 29 per la protezione dei dati, 

adottate il 3 ottobre 2017 e nella versione emendata e adottata in data 6 febbraio 2018. Tali linee 

guida sono reperibili sul sito del garante per la protezione dei dati personali al link 

https://www.garanteprivacy.it/regolamentoue/databreach. 

 

 

Il Dirigente Scolastico 

      Tiziana Meloni 

          Firma autografa omessa ai sensi dell’art. 3 del D. Lgs n. 39/1993 
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